
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Introduction to HSIN Basics 
(HSIN 101) 

 
 
 
 
 
 



Learning Objectives 
 
 
 
 

• What is HSIN? 
 
 

• What are Mission Advocates? 
 
 

• How is HSIN used? 
 
 

• What are HSIN features? 
 
 

• How to join HSIN? 
 
 

• What are HSIN Document 
Management Best Practices? 
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Our Mission 
 
 

HSIN is the nation’s focal point for sharing Sensitive But 
Unclassified information. It enables Federal, State, Local, 
Tribal, Territorial, International and Private sector homeland 
security partners to achieve their missions through information 
sharing. 
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HSIN is Driven by Your Mission 
 
 
 
 

MISSION AREAS 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

DIVERSE 
MEMBERSHIP 
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Connecting Homeland Security 
Partners… 

 
 

…. Regardless of geographic or jurisdictional boundaries 
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Delivering a Network of Trust 
 
 
 
 
 
 
 
 

 

Trust other users 
within system 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Trust in accuracy 
and totality of 
data shared 

Trust documented 
processes that handle 
inappropriate actions 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Trust authoritative 
leaders to make 
decisions affecting 
success of platform 
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Operational Support 
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HSIN Real World Success 
 
 

 

Mission 
 

HSIN In Use 
 
 
 
 
 
 

Daily Operations 

 
 

•  Kentucky Homeland Security Grant 
Program 

•  Domestic Highway Enforcement Interstate 
Drug Trafficking Bust 

•  USNORTHCOM 
•  Operation Strong Safety 

 

 
 
 

Planned Events 

•  MLB All Star Week 
•  Kentucky Derby 
•  Super Bowl 
•  National Scout Jamboree 
•  Waste Management® Open 

 
 
 
 

Incident Response 

 
•  West Virginia Safe Schools 
•  Boston Marathon Bombing 
•  Attempted White House Perimeter Breach 
•  St. Thomas Gas Fire 
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Supporting Interagency Collaboration 
 
 
 
 
 

HSIN initiated a pilot project with the 
U.S. Customs and Border Protection 
Office of Border Patrol Detroit Sector to 
stand up the Law Enforcement 
Operations Network. LEON serves as a 
trusted information sharing resource 
while providing a collaborative 
workspace for law enforcement 
partners to maximize operational 
efficiency and promote a whole-of- 
government methodology. 

 
 

As a central component of this project, HSIN initiated the development of a de-confliction 
tool to support collaborative patrolling in the Great Lakes region. This new functionality 
can serve as a template to provide a similar capability to all HSIN communities that can 
be adapted and scaled to meet other mission requirements. 



 

 

Supporting Public Safety and 
Event Management 

 
 
 

Mission Advocates have doubled the 
number of events supported by the 
Program. From this experience, HSIN 
identified a number of best practices to 
support situational awareness, planning and 
multi-jurisdictional coordination. HSIN 
implemented these best practices and made 
them available to all HSIN communities 
through the Events and Incident 
Management Template—a codified tool that 
makes it possible for users to set up these 
best practice capabilities in seconds. 

 

 
 

This feature incorporates many of the tools HSIN users identified as the most helpful and 
impactful to their operations, including multi-agency incident tracking, a virtual joint information 
center, resource request tracker, notifications and a streamlined command- decision/execution 
capability. With this application, HSIN communities are able to support incident and emergency 
management operations and provide official personnel the information they need, when they 
need it, across the entire command structure. 
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Supporting Real-time Law 
Enforcement Response 

 

 
 
 
 

HSIN was created to support 
information sharing between homeland 
security mission partners, to help them 
find the information they need, when 
they need it. For law enforcement 
officials, this often means more than 
simply accessing information; it means 
securely sharing raw data as it 
happens to support incident response 
and investigative operations. Law 
enforcement officials across the 
country turned to HSIN to support real- 
time response operations. 
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Increased Collaboration between HSIN 
and Protective Security Advisors 

 

 
 
PSAs and HSIN Mission Advocates also work with 
critical infrastructure partners through the HSIN- 
Critical Infrastructure community. As the largest 
community on HSIN, HSIN-CI is used to share 
critical infrastructure information with stakeholders 
in the private sector, including infrastructure 
owners, emergency managers and cybersecurity 
experts. HSIN Mission Advocates, PSAs and 
HSIN-CI representatives regularly work together to 
support events, subject-specific meetings and 
trainings, and provide feedback on HSIN features. 

 
As part of their regular activities, PSAs regularly perform vulnerability and security assessments 
on a variety of critical infrastructure to identify security gaps and potential vulnerabilities, as well 
as coordinate training and support incident management. They serve as a vital channel of 
communication among government officials and private sector owners and operators of critical 
infrastructure assets. HSIN supports these activities by providing access to important information, 
making it easier for PSAs to coordinate activities between regions and among regional partners, 
and making direct collaboration possible among all partner organizations during incident and 
event management operations. 
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6 Easy Steps to Join HSIN 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

*View the HSIN Registration Quick Reference Guide for step-by-step instructions 
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HSIN at a Glance 
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HSIN Central 
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HSIN Central Navigation 
 
Site Actions Banner/Ribbon 

 

Universal Navigation 
 

 
 
 
 

Global Navigation 
 
 
 
 
 
 
 
 
 
 
 
 

Left Navigation 
 

 
 
 
 
 

Web Parts 
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Community Navigation 
 

Universal Navigation 
 
 
 

Banner/Ribbon 
 

Global Navigation 
 

 
Breadcrumbs 

 
 
 
 
 
 
 
 
 
Left Navigation Web Parts 
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Document Library Best Practices 
 
 
 
 

• Change the default Documents Library name to something 
meaningful. 

 

• Use metadata to organize, categorize and search 
documents quickly within libraries. 

 

• Enable versioning on collaborative libraries. 
 

• Limit major and minor versions to optimize storage space. 
 

• Create views to filter and rearrange documents. 
 

• Limit library views to 100 documents per page to optimize page-load 
time. 

• Manage security at the library level whenever possible, and not at the 
document level. 
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Naming Convention Best Practices 
 
 
 
 

• Do not place the date in the file name. 
 

• Do not include a version or revision number in the file name. 
 

• Do not add the author’s or reviewer’s name or initials in the 
file name. 

 

• Do not including DRAFT, FINAL, etc. to the file name. 
 
 
 
 

Allow default library columns, metadata columns and 
version control to provide this information. 
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Metadata Best Practices 
 

 
 
 
 

No Large Nested 
Folder Structures!!! 

• Use metadata instead of 
folders to organize and 
quickly search documents and 
list items. 

 
 

• URL has a 255 character limit. 
 
 

• Nested folders with long folder 
and file names can break the 
URL if over 255 characters. 

 
 

• Documents will not open if the 
URL exceeds 255 characters. 
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Things to Consider 
 
 
 
 

• Inventory your existing documents. 
 
 

• Define the library’s purpose. 
 
 

• Is this library for informational 
purposes or team collaboration? 

 
 

• What are the retention policies? 
 
 

• Is there a business case to have 
more than one library? 

 
 

• What metadata and views will be required? 
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What’s In It For Me? (WIIFM) 
 

 
 

• Versioning Control and Version History. 
 
 

• Views organize documents in countless 
ways without the need of folders. 

 
 

• Workflows automate approval, collect 
feedback, and publishing processes. 

 

 

• Check In and Check Out to ensure one person works on a document 
at a time, and prevents multiple versions from circulating. 

 
 

• Co-Authoring allows multiple people to work on different sentences within a 
single document at the same time, while still preventing multiple versions 
from circulating. 
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More Information/Contact HSIN 
 
 
 
 

• Public website:  www.dhs.gov/homeland-security-information- 
network 

 
• DHS-internal website: 

http://dhsconnect.dhs.gov/org/comp/mgmt/cio/oat/Pages/Homel 
and%20Security%20Information%20Network%20(HSIN).aspx 

 
• HSIN Central (registered users only): 

https://hsin.dhs.gov/Pages/Home.aspx 
 
• Email:  HSIN.Outreach@hq.dhs.gov 

 
• HSIN Help Desk: 866.430.0162 

or HSIN.Helpdesk@hq.dhs.gov 
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